
AVG® AntiVirus
Business antivirus with endpoint protection and server security

 Protection that’s simply easier
This is protection that’s not just up-to-date, it’s just as effective whether your customers are  
on the network or working on-the-go. Fewer malware and protection issues for them mean 
fewer problems for you to manage. Great protection that’s simply more profitable. 

Make more money
Our simple, affordable fixed-price approach means that you set the end-user price. 
You can offer a 30-day free trial to attract new customers and demonstrate the benefits  
of AVG® AntiVirus. It’s a great opportunity to make more money right now. 

Save time and costs
No one wants the difficulties of manual deployment, updates or uninstallation. Our free  
AVG Business CloudCare remote management tool makes all these tasks one-click easy.  
And because AVG® AntiVirus is a pay-as-you-go keyless service, your customers only pay for 
what’s used. Plus the customisable support page enables your customers to reach you even faster.  

Build your reputation
The single, central management console and automatic alerts keep you in control of protection 
performance for all of your business customers. You can schedule reports by type, frequency 
and customer and have them automatically generated and emailed to nominated customers 
without thinking about it.

With push policies, automatic updates and upgrades each time they switch on their devices  
and connect to the Internet and our enhanced default templates for easy policy management, 
it’s never been easier or more cost-effective.

Your small business customers want to know that they have the best and latest 
protection. You want to make delivering this essential service to your customers  
more profitable and less of a drain on time and resources.

With AVG® AntiVirus you both get what you’re looking for. It is designed to protect 
critical business and customer data by securing your customers’ business PCs,  
laptops and file servers. 



Three simple installation options
The latest antivirus protection can be deployed remotely, 
by email invitation, .EXE or .MSI installation package or 
real-time remote deployment from the Cloud.

LinkScanner®

Designed to keep your customers’ businesses protected 
from the threats that can hide on any website.

Firewall
With inbound and outbound port and application 
protection their business is always protected. Identity 
protection works with the firewall to ensure that the 
right applications and processes are operating correctly 
and are also using the right ports for communication.

AVG smart scanning 
Only performs scans while your customers are not 
using their devices and runs in low-priority mode while 
they’re working. 

AVG social networking protection 
Automatically checks the links that are exchanged in 
applications like Facebook® and Skype® in real time  
to protect your customers’ businesses.

Online shield
Provides direct Web protection for whichever Internet 
browser your customer decides to use. With direct 
URL scanning from site to site you can ensure that 
the online shield will protect them while searching, 
shopping and banking online.

Identity protection
Identifies all potentially dangerous software and 
processes enabling secure transactions with their 
clients and suppliers.

AVG WiFi guard
Helps you avoid the rogue WiFi access points used by 
hackers by alerting you when your PC tries to access  
an unknown WiFi network.

Endpoints supported
Operating system
Windows® XP
Windows® XP Pro x64 Edition
Windows® Vista (32-bit, 64-bit)
Windows® 7 (32-bit, 64-bit)
Windows® 8/8.1 (32-bit, 64-bit)
Windows® 10 (64-bit)
Windows® Server 2003 (R2, 32-bit, 64-bit)
Windows® Server 2008 (R2, 32-bit, 64-bit)
Windows® Server 2012 (R2, 64-bit)
Windows® Small Business Server 2003
Windows® Small Business Server 2008
Windows® Small Business Server 2011 

Minimum and recommended  
hardware requirements
•  Intel® Pentium CPU 1.5 GHz minimum  

(Intel® Pentium CPU 1.8 GHz recommended)
•  750 MB of free hard drive space minimum  

(900 MB of free hard drive space recommended)
• 512 MB of RAM

Supported browsers
• Internet Explorer® 7.0 or later
• Mozilla Firefox® 2.0 or later
• Google Chrome™ 10.0 or later
• Safari® 4.0 or later
• Opera® 10.0 or later

Features

Facebook® is a trademark of Facebook, Inc., registered in the United States and 
in other countries. Google Chrome™ is trademark of Google, Inc. in the United 
States and other countries. Mozilla Firefox® is a registered trademark of the 
Mozilla Foundation, in the US and other countries. Opera® is a trademark of Opera 
Software ASA. Safari® is a trademark of Apple, Inc. registered in the United States 
and other countries. Skype® is a registered trademark of Skype, Inc. Windows® 
and Internet Explorer® are registered trademarks of Microsoft Corporation in the 
United States and in other countries.
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