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 AVG Business Release Notes 2 

 

Summary 

Key features for this release are: 

 Bug fixes are part of this release. 

 

Bug Fixes 

 AVG Business Edition User Manuals have been updated. 

 Can now click the ‘Confirm’ button after items in the Scan Results have been selected. 

 Firewall and Behavior Shield feature settings have been hidden for application servers.  

 Admin server will now restart after the login and password Admin Console has been 

changed. 

 Offline networks are now supported; more information can be found here. 

 Fixed issue with duplicate stations showing incorrect ‘last sync’ date. 

 Web Shield detection: New scan result entry is now added under "scan results" section, 

old result is displayed separately. 

 Some UI branding and formatting issues have been resolved.  

 "Remove selected threats", "Remove threats" or "Add to exceptions" options under the 

Scan Results now work. 

 After a station is installed via script, the station will now be added to group that was 

specified during the setup. 

 ‘Auto detect proxy’ option for clients has been removed as this setup is part of the client 

installation and imported automatically. 

 When AVG is installed onto a server device, the Device Description field in Admin is now 

synched. 

 Fixed inconsistent notifications and scan results on detections from some components 

like Email Scanner and Online Shield. 

 Remote Administration credentials are now updated when connection string, username 

and password fields are populated after a client re-installation. 

 License section in Admin will now show licenses for both workstations and servers. 

 Fixed some incorrect text in UI notification when protection is disabled. 

 

https://support.avg.com/SupportArticleView?l=en&urlName=Working-with-Master-datacenters-in-AVG-Business&supportType=partner

